
Privacy Policy

Mobile Data Management Pty. Ltd. built the Veriify Check-In app as a Free app. This SERVICE is
provided by Mobile Data Management Pty. Ltd. at no cost and is intended for use as is.

This page is used to inform visitors regarding our policies with the collection, use, and disclosure of
Personal Information if anyone decided to use our Service.

If you choose to use our Service, then you agree to the collection and use of information in relation
to this policy. The Personal Information that we collect is used for providing and improving the
Service. we will not use or share your information with anyone except as described in this Privacy
Policy.

The terms used in this Privacy Policy have the same meanings as in our Terms and Conditions,
which is accessible at Veriify Check-In unless otherwise defined in this Privacy Policy.

Information Collection and Use

For a better experience, while using our Service, we may require you to provide us with certain
personally identifiable information, including but not limited to Guest Name, Guest Phone, Guest
Email. The information that we request will be retained by us and used as described in this privacy
policy.

If you elect to collaborate with team members by creating a server account and optionally sharing
your account keys, guest check-in data is uploaded to the veriify server.

All server communication is undertaken over a secure SSL connection.

Your account records are grouped using an anonymous random identifier. Your name and contact
details as the account owner are not stored on the server.

Guest contact details are AES encrypted using the account key which is created on your device.
This is never stored on the server meaning only yourself and anyone you have shared account keys
with can decrypt and read this data.

There is no way any veriify staff can read any of the encrypted data under any circumstances as we
never have access to your encryption key. If you don’t backup your account keys and loose them
from your device we will not be able to restore access to your data. Safely backup your credentials!

Even though the guest contact details are encrypted, the production database server is further
protected and can be accessed by only two senior veriify administrators. The data will never be
provided to any third party.

Terminating Use of the Service

If you wish to stop using the service the Manage Account view allows you to permanently and
irrevocably delete your server account and all data on the server. Use carefully.



Cookies

Cookies are files with a small amount of data that are commonly used as anonymous unique
identifiers. These are sent to your browser from the websites that you visit and are stored on your
device’s internal memory.

This Service does not use these “cookies”

Service Providers

We do not employ any third-party companies or individuals to facilitate our Service, provide the
Service on our behalf, perform Service-related services or to assist us in analyzing how our Service
is used.

Your data will not be provided to third parties.

Security

We value your trust in providing us your Personal Information, thus we are striving to use
commercially acceptable means of protecting it. But remember that no method of transmission
over the internet, or method of electronic storage is 100% secure and reliable, and we cannot
guarantee its absolute security.

Changes to This Privacy Policy

We may update our Privacy Policy from time to time. Thus, you are advised to review this page
periodically for any changes. we will notify you of any changes by posting the new Privacy Policy
on this page.

This policy is effective as of 2020–06–02

Contact Us

If you have any questions or suggestions about our Privacy Policy, do not hesitate to contact us at
Steve Prior. steve@veriify.net.

This privacy policy page was created at privacypolicytemplate.net and modified/generated by App
Privacy Policy Generator
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